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Buyer
Strategic Sourcing & Purchasing
Texas A&M University979-845-2014
email: t-laird@tamu.edu
REQUEST FOR INFORMATION

RFI MAIN 08-0023
1. Intent for Request for Information:
Texas A&M University’s Vice President and Associate Provost for Information Technology (VP-APIT) is requesting information from vendors that specialize in Integrated Emergency Notification (IEN) systems to service the needs of the university in accordance with the terms and conditions and requirements set forth in this Request for Information.  The resulting information will be used to develop a Request for Proposal that shall be extended to Texas A&M University (Texas A&M) and the Texas A&M University System Members (A&M System).

Texas A&M wishes to implement a mission-tested, turn-key, commercial-off-the-shelf enterprise-wide integrated Emergency Management System (EMS). This system will support Texas A&M’s University Police Department (UPD), Division of Marketing and Communications, Division of Student Affairs, Facilities Department, Telecommunication Department, Computing and Information Services Department and University Administration during an event. The intent of the system is to both manage the notification as it evolves during an emergency event and to provide timely notification to appropriate individuals, groups, task forces, or the entire university community of required protective actions or the current situation as the event unfolds.  In general, the IEN system should provide the ability to notify preselected groups ranging in size up to 75,000, with anticipated future growth, by phone, email, and text messaging.  The system should integrate with the university’s encoders and decoders at KAMU-FM (the university’s radio station) and the university’s cable TV plant, and be capable of displaying updateable content on the www.tamu.edu web site.  The system should also allow future integration with outdoor public address systems, fire alarm systems, and message boards. 
The service should incorporate a web-based management and alert activation application through which all operators and administrators will gain access to the system’s capabilities, based on their permissions and the defined access policy.  Management of the application will incorporate management of the mass notification activation flow through all delivery methods, end-users management, operators’ permission and access, tracking and reporting, as well as all administrative aspects of the system. 
These solutions should be able to integrate with A&M System’s existing Lightweight Directory Access Protocol (LDAP), employee directory information, and current mass notification databases.  Further, it should meet industry and governmental guidelines and requirements for safeguarding sensitive information. This RFI will be used to acquire information on services including all software, implementation services, customer support, and hardware that may be required. 
2. Requirements:

The solution MUST include the following:

1. Be a turnkey installation with configuration and support originating from one provider;

2. Be easy and fast to install without placing a demand on Texas A&M University’s resources;

3. Have a single web-based (thin-client interaction) interface that allows a non-technical user to self-administer and manage time-sensitive communications to students, faculty, staff, campus security, first responders, volunteers, alumni, media, parents, and others.  The tool should not require notification of the vendor to make a mass notification;

4. Capable of sending a mass notification message from anywhere via the web or net-connected phone;

5. Capable of sending a mass notification message through a touch tone phone, utilizing a scenario number and activation codes;

6. Capable of managing a mass notification to over 75,000 people through standard text communication devices: mobile phones (via SMS text message), email accounts, text pagers, wireless PDAs, and web site pages;

7. Provide the ability to notify groups up to 2,000 people by phone using text to voice and be capable of polling recipients for information and reporting back to the system administrator; 

8. Allow for escalation for 2,000 people across devices/systems, e.g., if recipient does not respond to first device, try next one, and repeat as needed;

9. Be a cross-carrier mobile content service, so it does not matter which phone providers our subscribers use;

10. Be able to accept an initial import of contact information from the university’s current mass notification system;

11. Allow an administrator(s) to set up accounts and groups (distribution lists or rosters), create registration forms, send event notifications, manage subscribers, and view reports;

12. Allow subscribers to self-manage their accounts to register or deactivate the service, update phone numbers or email addresses, and join optional groups; 
13. Allow administrator to customize text messaging and email event notification message’s title, body, and attached URL for more information;

14. Provide integration with both internal and external applications using XML-based interface (API) to external systems;
15. Provide CAP (Common Alerting Protocol) compliant, supporting emergency management interoperability guidelines; 
16. Be Section 508 (Federal Rehabilitation Act) compliant to provide adequate accessibility to people with special needs;
17. Capable of being hosted at redundant geographically separated failover sites;
18. Have a proven track record with large organizations, especially with institutions of higher education;
19. The System or System must be available on a 24-hour-a-day, 7-day-a-week schedule, including holidays.
	
	

	The solution SHOULD include the following:

1. Provide a mechanism to post notifications on web-sites;

2. Allow for audio-visual desktop alerts to all wired or wireless networked computers;

3. Allow for activation of multiple third-party alerting devices/applications (i.e., PA, VoIP, Siemens Fire Alarm Systems) using a single interface;

4. Allow aggregated reporting from multiple third-party alerting applications into consolidated reports;

5. Provide a mechanism to initiate a conference call and to populate the call with individuals from a pre-defined group;
6. Allow subscribers define group membership (as permitted by an administrator), delivery preferences, and add multiple delivery devices (i.e., multiple emails, pagers, etc.);



3. Submittals:

Texas A&M desires solutions that will most closely meet these requirements in a cost efficient manner.  Texas A&M is requesting that the vendor provide two paper copies and three electronic copies of their response.  The preferred electronic format is Adobe PDF.  An acceptable alternate format is Microsoft Word.  

Vendors are requested to identify any information considered proprietary in their submittals since this information may be used in developing specifications for a Request for Proposal or Invitation to Bid. 

4. References

Texas A&M University is requesting that the vendor provide at least three and preferably five references from organizations and/or universities using the vendor’s Integrated Emergency Notification (IEN) System.  Preferred references are research universities with at least 25,000 students.  References should include contact name and telephone number for each organization/university.

5. Costs:

All costs for submitting the response for this request for information will be borne by the vendor. Vendors will not be paid for providing specifications and then be allowed to participate in the procurement process as this is considered a conflict of interest.  

Vendors should provide an estimate of total costs over five years for Texas A&M to purchase and deploy the vendor’s IEN system.  This estimate will be used for budgetary purposes. An award will not be made based on this estimate or this Request for Information. (See number 12 in Section 2 for Pricing Plan Questions)
The cost estimate should include software licensing and maintenance/support costs.  The vendor should also include a hardware estimate based on comparable deployments of vendor’s IEN system.  Texas A&M may also seek implementation assistance to help Texas A&M staff deploy the IEN system.  The vendor should also include an estimate for implementation assistance provided by the vendor or other implementation services firm (please indicate in your response the estimated number of staff and hours).

6. Demonstration/Presentation:

Texas A&M may request a demonstration or presentation to determine if information or suggested solutions will be sufficient to meet our requirements.

7. Request for Information Due Date:

This Request for Information is due on February 27, 2008 at 2:00 P.M. All information is to be furnished to the following address:

	MAIL RESPONSE TO:

Texas A&M University

Attn: Tonya Laird
Department of Strategic Sourcing & Purchasing 

P. O. Box 30013

College Station, TX 77842-0013


	HAND DELIVER AND/OR EXPRESS MAIL TO:

Texas A&M University

Attn: Tonya Laird
Department of Strategic Sourcing & Purchasing 

Agronomy Road

College Station, TX 77843-1477




8. Contact:

For questions regarding this Request for Information, please submit the questions in writing to Tonya Laird at t-laird@tamu.edu with copies to Karen Kubica, k-kubica@tamu.edu 
SECTION 2
RFI QUESTIONNARE/SPECIFICATION FOR IEN
1. General
a. Provide a brief description of how your service works.
2. Activation
a. Can the Service or System manage a mass notification to over 75,000 people through standard text communication devices: mobile phones (via SMS text message), email accounts, text pagers, wireless PDAs, and web site pages?
b. Can an administrator customize a text message and email event notification message’s title, body, and attached URL for more information?
c. Can the Service or System notify groups up to 2,000 people by phone using text to voice and be capable of polling recipients for information and reporting back to the system administrator?
d. Can the Service or System be configured to make repeated attempts against multiple phone numbers until the recipient acknowledges receipt or the notification times out? 
e. Can the System or Service initiate a conference call and populate the call with recipients from a pre-defined group.
f. What devices (phone, web site, web-enabled phone, etc.) can trigger mass notification messages?
g. Can the Service or System send a mass notification message through a touch tone phone, utilizing a scenario number and activation codes?
h. Can multiple groups (distribution lists) be notified during a single mass notification?  Can the groups (distribution lists) be prioritized?
i. Does the Service or System provide audio-visual desktop alerts via popup to all wired or wireless networked computers? 
j. Can the Service or System make network alerts to any other IP-connected devices via standard XML and CAP protocols, such as electronic billboard or LED displays?
k. Is the service extendable to support additional delivery methods in the future as would be required?
3. Accessibility / User Interface
a. Is this a single-sign-on service or system? Does the service integrate with LDAP/Active Directory for user authentication? If not, how does your Service or System manage authentication? 
b. Describe the process utilized to validate faculty, staff, and student status prior to account establishment (opt-in). Include detailed requirements on what the university is required to provide.
c. Describe the mechanism that faculty, staff; or students would utilize when initially applying (opt-in) to the Service or System.
d. What provisions are made for parent inclusion in the notification process?
e. Provide a link to a typical page that a faculty, staff, or student would see. 
f. Does the Service or System allow subscribers to self-manage their accounts to register or deactivate the service, and update phone numbers or email addresses?
g. Can subscribers define group membership (as permitted by an administrator), and delivery preferences?
h. How many and what type of devices can each subscriber enter into the Service or System?
i. What kind of helpdesk support and documentation is available for recipients (facility, staff, and student)?
j. Is the Service or System Section 508 (Federal Rehabilitation Act) compliant to provide adequate accessibility to people with special needs?
k. Specify the browsers the Service or System supports.
l. Is your firm willing to provide assistance in marketing or advertising to the student, faculty, and staff?
4. Capabilities
a. Can your Service or System incorporate with campus mapping to geographically identify a calling area?
b. Does the Service or System integrate with any of the following?
i. 800-MHz radio system
ii. Dialogic Communications Communicator! NXT
iii. Dialogic Communications GeoCast
iv. e2Campus alert system (i.e., Code Maroon)
v. Texas A&M mass email systems
vi. campus cable TV plant EAS encoder / decoder
vii. KAMU - Radio EAS encoder / decoder
viii. Texas A&M web page and other web pages
ix. Building fire alarm system
x. Lighting detector , siren, or other PA systems
xi. Message boards
xii. VoIP telephone
xiii. Voicemail
xiv. Other
5. Administration 
a. What level of support (in FTE) is necessary for on-site support of the System or Service?
b. Describe the technical support available for administering your Service or System.  What are the hours of availability?  What type of support is available (web, email, phone, chat)?  What is the expected response time on technical issues?
c. Describe your training programs for end-user and technical personnel that are included as part of the Service or System.
d. Describe any feedback that could be provided to Texas A&M relating to invalid telephone numbers for the database.
e. What is the maximum number of concurrent users your Service or System can support?  Describe how your Service or System defines concurrent users.
f. How does the Service or System accommodate the redesign/customization of input and inquiry screens to meet user-designed parameters? 
g. Does the Service or System allow for extendable and customizable user information fields?
h. Can an active Service or System mass notification be stopped before it is completed?
i. Explain how groups (distribution lists) can be created in your Service or System (importing lists, wild cards searches (dynamic groups), groups generated within the service or system, etc.) to allow targeted notification.
j. How is administrator permission and access rights for authorization handled in the Service or System?
k. Do you support user groups or advisory boards for the proposed solution?
6. Database management
a. Can the Service or System accept an initial import of contact information from the university’s current mass notification system?
b. Will the comprehensive data dictionary of the database be available to Texas A&M?
c. Can fields and tables be added to the database for local needs?
d. What database does the Service or System support?
e. Does the database support archiving old data for future access?
f. Describe recommended methods of purging expired accounts.
g. How are recipients defined in your database? 
h. Does the Service or System allow integration with multiple sources of user information to create a complete user record?
i. Can your service accept automated data upload (e.g., upload landline phone numbers in a batch mode)?
7. Infrastructure
a. Does the Service or System integrate with internal and external applications using an XML-based interface (API) to external systems? 
b. Is the Service or System CAP (Common Alerting Protocol) compliant?
c. Does the Service or System allow activation of multiple third-party alerting devices/applications (i.e., PA, VoIP, Siemens Fire Alarm Systems) using a single interface?
d. Specify the number of SMS that can be delivered to each carrier per minute. If possible, please provide documentation of test results. Are you willing to provide a Service Level Agreement (SLA) with respect to message delivery to the wireless carriers?
e. Specify the number of cell phone voice notifications that can be delivered to each carrier per minute. If possible, please provide documentation of test results. Are you willing to provide a Service Level Agreement (SLA) with respect to message delivery to the wireless carriers?
f. How are issues of incoming phone line overload addressed? What kinds of delay would you expect when phone lines are jammed?
g. If it is a Service, is the Service available on a 24-hour-a-day, 7-day-a-week schedule, including holidays?
h. How are service and system backup/recovery issues handled?
i. Provide a technical description of the number and location of your gate way facilities. Describe your physical facilities, including backup power, backup communications circuits, and physical security. 
j. Describe your typical downtime for maintenance and other Service or System failure.
k. Will Texas A&M be required to install any hardware and/or other infrastructure on site? 
l. List any wireless carriers that operate in Texas that you do not support. 
8. Inquiry Management Tools (Feedback Management)

a. Can the Service or System manage event-specific inquiries directly to a web site or by phone?
b. Can inquiries can be categorized and automatically routed via a web site to the appropriate person for response.  
c. Can inquires and responses be tracked and archived via a web site for subsequent follow-up?
9. Message Management
a. Does the Service or System support public and private web pages, where incident specific information and procedure documents can be posted throughout an incident?
b. If the Service or System can support a web site, can the Service or System send updated documents or web page changes via email or fax to specific groups of recipients (such as media) without technical assistance? 
c. If the Service or System can support a web site, can it manage both password-protected information and public information on web sites?
d. If the Service or System can support a web site, can it manage the workflow for drafting, approvals and posting of documents on a public information web site? 
e. If the Service or System can support a web site, can it also support images and video?
10. Reporting
a. Can the Service or System centrally track in real-time all alerting activities for each individual recipient including sending, receiving, and responding to alerts, and will be able to generate reports based on this information?
b. Can reporting be scheduled to run automatically and update an intranet page, be saved to the database, or sent as a report via email?
c. Is the report data fully accessible for reporting purposes?  Can the data be exported? Are data fields (created post deployment) automatically available for campaigns or reporting?
d. Can the Service or System aggregate reporting from multiple third-party alerting applications into consolidated reports?
11. Security
a. Does your Service or System use secure login credentials?
b. What kind of audit trails and activity reports are available in the Service or System?
c. How does your Service or System protect subscribers’ personal information (e.g., individual’s ID number, phone number)?
12. Pricing Plan
a. Is your solution priced by enrollment, seat licenses, site license, or other?
b. Are there any price differences between faculty, staff, students, and parents? 
c. What is the cost per subscriber on an annual basis? 
d. Would there be any additional costs above the subscriber costs. 
e. What is the per SMS message costs?
f. What is the per phone call costs?  
g. Assuming that Texas A&M will not contract from day one for all 67,000 accounts, what is the minimum acceptable number of subscribers that can be contracted? 
h. Describe any equipment that would require installation in the Texas A&M data center and if the equipment is included in the price.
i. Describe how other Texas A&M University System members (the TAMU System is comprised of nine universities, seven state agencies, and the Health Science Center) could be integrated into the solution that is being proposed for Texas A&M.
j. Can the Service or Systems be purchased by module or at a discount as a bundled solution?
13. Company Experience/Background
a. Provide a list of up to four (4) customers using your services who we may contact as references. At least one of the references should be from a university having 25,000 or more students.  All should be similar in size to our institution and receive substantially similar services as we are seeking.
i. Name of the college, university, or other entity.
ii. Contact person from that organization in charge of the contract agreement.  Include name, title, telephone number, and email address of this person.
iii. Explain in general terms what was provided.
iv. Provide the legal status of the company (private, wholly-owned subsidiary, holding company, public, etc.).
v.  Please provide an overview of your corporate history, including any and all acquisitions and mergers in the last five years.
b. Describe your recommended implementation strategy including on-site coordination and support services, best practice consulting options, and professional services.  Identify any third-party vendors involved in your implementation strategy and describe these relationships.
c. Where are your main business locations? 
d. How many employees are currently working for your firm?
e. How long has your firm been providing SMS messaging? 
f. How many universities and how many total subscribers is your firm currently supporting?
g. Specify the amount of time that it would take to have this available for use from the day of award of contract. 
h. Have you ever suffered a security incident where telephone numbers, names, or other information of individuals included in your database was released? If the answer is yes, please describe the incident(s).

